MOUNTING a VeraCrypt "Volume™" you’ve already created,

in order to Read/Write/Re-Save your files.

You can only access VeraCrypt "Volumes" on a device which has the

r
VeraCrypt software installed on it. ‘;%

If you correctly created the ‘volume’ [folder] using the suffix .he then it'll show up with the VeraCrypt ‘logo’. (=]

There are two ways of opening a Volume :

1. The easiest?!!

Demo for
VeraCrypt

* Double click the VeraCrypt Volume's icon—as long as you put .hc as the file suffix when creating it.

If not, add it now by editing the file's namel!!
OR

2. Double click on VeraCrypt in your 'Start' Window to run the program

* Use the "Select File" Option and locate your Volume's location on your hard drive

* Double-click on the Volume you want to Mount

Either way, you'll get to the window below :
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If option 2 above, locate "VeraCryptDemo" in
"Documents” so here it is.

Remember that "Volumes" are referred to as
"Pseudo Drives" and so you mount them as if they
were an actual "Drive" - as in Drive C; being your
main HardDrive.

Any Volume can be any letter of Drive.
I've just clicked on H: drive for no special reason!!

Now click "Mount"
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= Enter password for Z:\Users\Zoost\Documents\VeraCryptDemo.hc

~ | [ TrueCrypt Mode

Enter your password,
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Here's the especially clever bit, | reckon.

Your "Volume" is not mounted as Drive H: so you can either Double Click it here ... here!

Or you can view it and click it etc. as Drive H: on your Filer Directory on "This/PC" -or "My PC"
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Just use this like any Filer Window / Drag into it / Delete from it / Move stuff out of it / make copies of folders/files etc etc
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